Physically Unclonable Functions (PUFs) are root-of-trust circuit primitives that serve as the bedrock of security and confidentiality in modern computing platforms. PUFs raise the security bar vis-à-vis programmable fuses by generating volatile, tamper-proof IDs and encryption keys without requiring manual intervention by the manufacturer. PUFs harness the inherent static entropy of manufacturing variations to generate a static digital value that is repeatable and reliable in the presence of voltage/temperature variations and aging-induced process drift over die lifetimes. This short course gives an overview of the two broad categories of PUFs: (i) Weak PUFs used to produce device-unique keys/IDs (ii) Strong PUFs used for secure authentication using a device-unique challenge-response pairing. The course will also review the essential features required to qualify PUFs for reliable field operation. The various malicious attack mechanisms used to disrupt PUF operation will also be discussed.
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